
How can ramsac help? 

ramsac have a wide range of services to help 
organisations to improve their cybersecurity, these 
can be used as standalone solutions or in combination 
with each other for the ultimate protection against 
cybercrime. All solutions are updated regularly to include 
the latest cybercrime techniques and scams.

ramsac’s cybersecurity 
solutions

Online cybersecurity awareness training 

Objective – A security awareness training and cyber risk management platform that 
helps you combat information security breaches caused by employee mistakes. it makes 
employees an active part of your defence, instead of your biggest risk. 

Learning format - Highly engaging, humorous. modern training videos created by some 
of the top talent in the entertainment industry, with a best-practice, micro-learning 
approach that delivers 3 to 5 minute video-based training modules to every user monthly. 
New training is delivered 12 to 15 times a year to ensure content stays fresh and relevant.

Phishing testing & awareness service 

From just £75 a month, we will carry out random simulated phishing attacks, ensuring that 
every user receives a very realistic phishing email at least twice a year. The emails mimic 
phishing emails from well-known brands such as LinkedIn and Microsoft, and If the user 
clicks on a link they will be taken to a safe web page, that highlights what they have just 
clicked on and offers them an immediate online training session on how to spot attacks in 
the future.

Cyber Essentials gap analysis

Objective - Cyber Essentials is a Government-backed and industry supported scheme to 
guide businesses in protecting themselves against cybercrime.  ramsac have trained 
Cyber Essentials practitioners that can be bought in to undertake a gap analysis of where 
your network and general IT practices sit against the standard for Cyber Essentials 
certification. The outcome of the visit will be a detailed gap analysis of where you are 
against the standard, and an action plan of how to get assessment ready. 

Format – 2 days of onsite consultancy to prepare a detailed written gap analysis and to 
help prepare you for accreditation.



Cybersecurity employee briefing (online)

Objective – To introduce the importance of cybersecurity and show employees how to 
be vigilant to protect themselves and the organisation they work for from cybercrime. By 
attending employees will:
•	 Understand how cybercrime can and will impact your workplace and personal life. 
•	 Have an awareness of the latest scams being targeted at businesses of all sizes. 
•	 Understand what steps you can take to protect yourself 

Learning format and duration – Online workshops available as 60 or 90 minute sessions. 

Cybersecurity board briefing 

Objective - Vigilance starts in the boardroom and it’s crucial that the C-suite take 
an active role in understanding the level of risk they are exposed to, and establish a 
meaningful and effective strategy. By participating in the workshop delegates will: 

•	 Understand how cybercrime can and will impact your business, including the 		
	 impact with regards to GDPR

•	 Have an awareness of the latest scams being targeted at businesses of all sizes. 

•	 Have the ability to direct and prepare for cybersecurity risks, knowing how to talk 	
	 both to IT and the rest of the business. 

Learning format and duration – ½ day workshop aimed at the board of directors, partners 
or senior leadership team, recommended annually.   

Open board certified cybersecurity training

Do your board members have certificates to prove their cybersecurity training? 

If your name is listed as a Director at Companies House or if you are a Trustee or a 
Board Advisor then you have an unavoidable personal liability for a breach within 
your organisation. Under GDPR it is a requirement that all staff receive cybersecurity 
education. 

ramsac have created two different workshops which both satisfy these compliance 
requirements.

•	 Training option 1: The Human Firewall – Because Cybersecurity isn’t an IT problem 	
	 (210 minute workshop)

•	 Training option 2: Cybersecurity: A 10 Point Plan (90 minute workshop)

Board training sessions are delivered by cybersecurity expert and award winning 
international speaker Rob May.

For more details on these certifications visit www.ramsac.com/cybertraining

For more information on ramsac’s cybersecurity solutions  
and how you can protect your organisation. 
Call: 01483 412 040 Email: info@ramsac.com  
Visit: www.ramsac.com


